
Non-standard 
applications of 
blockchain technology

Bc. Matúš Revický

Supervisor: doc. RNDr. Jozef Jirásek, PhD.



Problem Statement

• Traditional databases are susceptible to attacks, 
where an attacker can permanently change or 
delete data inside the database. 

• Assumption that devices that are connected trust 
each other

• Hard to know which device to trust in the network. 

• Need for a solution that can store data about every 
transaction in an environment where participants 
do not fully trust one another, and the data needs 
to be resistant to cyber-attacks. 

• Desired solution: Involved parties have access 
to data that can be trusted.



Goals and 
motivation

Review relevant literature about applications of 
blockchain technology not only in cryptocurrencies.

Evaluate distributed trust models and capabilities of 
existing blockchain frameworks.

Design of decentralized system that is suitable for 
the heterogeneous nature of IoT devices by 
employing a viable trust model (housing providers)

Implement and evaluate a proof of concept in a real 
life scenario that could benefit from utilizing IoT 
devices.



Blockchain - Real world uses cases



Where blockchain could 
provide value

Situations that favor the use of blockchain technology include

• when multiple parties are sharing and updating shared data, 

• there is a need for reliable records, 

• there are intermediaries that add costs, and/or 

• there is a lack of trust between involved parties.

Some of the blockchain’s key advantages include 
disintermediation, improved product traceability, increased 
transparency of transaction histories, as well as enhanced 
security of records regarding fraud and unauthorized activities.



Types of Blockchain



Existing blockchain frameworks comparison



Blockchain
Distributed, immutable database:
• Cryptographic Digital Signature
• Distributed Ledger
• Consensus algorithm



Key concepts





Smart contract
…

…

Smart contract call from external app
…

…



Key concepts



Productivity, Scalability, and Level of Trust
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